Software to be updated to mitigate the Critical Vulnerability severity level and a High/Medium Exposure level

<https://security.microsoft.com/machines?page_size=30&filters=exposureScores%3DHigh,healthStatuses%3DActive%257CActiveDefault,onBoardingStatuses%3DOnboarded&ordering=-riskScores&fields=machinename,domain,riskScores,exposureScores,osPlatforms,releaseVersion,healthStatuses,onBoardingStatuses,lastseen,tags>

**Description**

Threat and vulnerability management uses the same signals in Defender for Endpoint's endpoint protection to scan and detect vulnerabilities. Threat and vulnerability management is a component of Defender for Endpoint and provides both security administrators and security operations teams with unique value. Security recommendations that are sorted and prioritized based on your organization's risk exposure and the urgency that it requires.

**Classification**: Request

List of software:

* Update Microsoft .net Framework
* Update Microsoft Edge Chromium-based
* Update Microsoft Office
* Update Microsoft Windows 10 (OS and built-in applications)
* Update Adobe Acrobat Reader Dc
* Update Intel Rapid Storage Technology

Severity: High

If the software in question is already updated, could you please make a note of it.

The list of Devices that need the software update are attached.

***NB: PROVIDE A SCREESNHOT OF THE WORK DONE***